
Microsoft 
365
Continuously assess the security posture of your Microsoft 
365 tenant, including mail flow hardening, identity security, 
security recommendations, and historical and real-time 
malicious activity. Protect and secure any application that 
makes use of Azure Active Directory.

A 360 degree view of cyber risk in real-time.
The platform presents you with a weighted risk percentage score based on the functional areas Solace Cyber 
assess. To complement this intel, we provide a monthly cyber security risk report that gives a point-in-time 
security score status, open risks and the recommended remediation actions.

The Solace Cyber Real-time Risk Platform offers a unified solution for instant 
insight into cyber threats impacting your organisation - with actionable intelligence 
leveraged from multiple feeds. 

External 
Vulnerability
Monthly external vulnerability assessments provide the 
means to proactively address vulnerabilities before they 
can be exploited including software flaws, missing patches, 
malware, and misconfigurations, across a variety of 
operating systems, devices, and applications.

Phishing 
Risk
A report that helps you assess the actual level of your 
organisation’s susceptibility to phishing and other malicious 
email types. This feature can assist in refining your staff’s 
awareness and bolstering your overall security posture.

MFA
Assessment
The Multi-Factor Authentication Assessment is an 
embedded IT security tool that helps you gauge the 
strength of your organisation’s MFA security provision whilst 
identifying specific risks, which allows you to better defend 
against MFA hacks.
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360 DEGREE VIEW 

Complete visibility of every 
cyber risk, with threat 
intelligence and monitoring.

UK INNOVATION 

Developed by UK-based 
cyber security experts.

COMPLIMENTARY

Access the platform free of 
charge, only pay when you use 
our services. 

360o FOC

Back Up &
Disaster Recovery
A disaster recovery plan includes policies and software 
to maintain business continuity during security incidents. 
The real-time risk platform assesses your existing 
plans and provides guidance on how to maximinse their 
effectiveness.

Remote Worker
Security
With 75% of employees working remotely and some never 
visiting the office, organisations need measures to ensure 
remote access security as well as regular reporting to verify 
the continued safety of access points.

Firewalls
To minimise unexpected downtime, it’s essential you perform routine maintenance to ensure your systems operate effectively. 
We conduct firewall testing to assess whether it permits or restricts specific traffic and evaluate its impact on latency.



Solace CyberReal-Time 
Risk Scoring
The platform presents you with a weighted risk 
percentage score, derived from the evaluation of different 
facets of your business. The technology actively seeks 
opportunities to enhance this score and offers convenient 
access to Solace Cyber for insights into potential 
investments. 

Simultaneously, it identifies any deterioration in your 
security posture attributable to emerging risks, allowing 
you to address known vulnerabilities faster.

Integrated 
Data Feeds
Data is abundant amongst the many cyber security 
solutions available, but monitoring the feeds can be 
time-consuming, which leaves a margin for error if data is 
misinterpreted. 

The Solace Cyber Real-time Risk Platform combines 
multiple data feeds into a single dashboard, so you can 
detect and react to cyber threats faster. 

The dashboard has been designed for accessibility by 
both executive users and IT engineers. Executives can 
gain comprehensive insights into their organisation’s cyber 
risks without requiring technical expertise, while IT teams 
can optimise their cybersecurity workflows by effortlessly 
accessing cyber threat intelligence and data analytics.

Data Integrations g

Security Incident Event Monitoring

Endpoint Detection and Response 

Logging and Auditing Toolsets

Phishing Simulation Platform

Global Ransomware Alerts

External Vulnerability Scans

Cloud XDR (Microsoft 365 & Azure)

Microsoft 365 Secure Score

Supply Chain Security

Threat Intelligence

Brand Protection

Dark Web Monitoring

Security Orchestration, Automation 
and Response (SOAR)
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To take control over your cyber security at no cost, contact us today:
Email: cyber.sales@solaceglobal.com     |     Tel: +44 (0) 1202 308 810 
www.solacecyber.com


